|  |  |
| --- | --- |
| **A MAGYAR NEMZETI VAGYONKEZELŐ ZRT.-NÉL**  **ADATVÉDELMI INCIDENS BEJELENTÉSÉRE SZOLGÁLÓ ŰRLAP**  a \*-gal jelölt mezők kitöltése kötelező | |
| **1. A bejelentő adatai és elérhetőségei** | |
| A bejelentő természetes személy neve  (az anonimitás megőrzése érdekében a mező kitöltése nem kötelező, abban az esetben azonban, ha az incidens vizsgálatát követően annak eredményéről szeretne tájékoztatást kapni, javasoljuk a mező kitöltését) |  |
| A bejelentő természetes személy elérhetőségei, postai cím/e-mail cím  (az anonimitás megőrzése érdekében a mező kitöltése nem kötelező, abban az esetben azonban, ha az incidens vizsgálatát követően annak eredményéről szeretne tájékoztatást kapni, javasoljuk a mező kitöltését) |  |

|  |  |
| --- | --- |
| **2. Időpontok \*** | |
| Adatvédelmi incidens bekövetkezésének időpontja | YYYY-MM-DD HH-MM |
| Az incidensről való tudomásszerzés időpontja | YYYY-MM-DD HH-MM |
| Az adatvédelmi incidens továbbra is (a bejelentéskor még) fennáll | Igen/Nem |
| Adatvédelmi incidens záró időpontja (amennyiben az incidens a bejelentéskor már nem áll fenn) | YYYY-MM-DD HH-MM |
| Az incidens észlelésének módja (pl. közvetlenül, vagy más személy tájékoztatása nyomán) |  |
| A késedelmes tájékoztatás indokai (amennyiben az észlelés és a bejelentés között több, mint 24 óra eltelik) |  |
| Egyéb megjegyzések az incidens időpontját érintően |  |

|  |  |  |  |
| --- | --- | --- | --- |
| **3. Az adatvédelmi incidensről \*** | | | |
| Személyes adatot érint |  | Igen/Nem | |
| Különleges adatot érint |  | Igen/Nem | |
| Adatvédelmi incidens jellege  (több válasz is elfogadható) |  | adatvesztés (nem állítható helyre a meglévő rendszerekből) | |
|  | adathalászat | |
|  | elektronikus hulladék (a személyes adatok rajta maradnak az elavult eszközön) | |
|  | eszköz elvesztése vagy ellopása | |
|  | informatikai rendszer feltörése (hackelés) | |
|  | levél elvesztése vagy jogosulatlan felnyitása | |
|  | papír alapú dokumentum elvesztése, ellopása, vagy olyan helyen hagyása, amely nem minősül biztonságosnak | |
|  | papír alapú dokumentum nem megfelelő módon történő megsemmisítése | |
|  | rosszindulatú számítógépes programok pl. zsarolóprogram | |
|  | személyes adatok jogosulatlan megismerése | |
|  | személyes adatok jogosulatlan szóbeli közlése | |
|  | személyes adatok nagy nyilvánosság előtti jogellenes közzététele | |
|  | személyes adatok téves címzett részére történő elküldése | |
|  | egyéb | |
| Egyéb jellegű incidens leírása |  | | |
| Adatvédelmi incidens okai (több válasz is elfogadható) |  | külső, rosszhiszemű cselekmény | |
|  | külső, rosszhiszeműnek nem minősülő cselekmény | |
|  | szervezeten belüli, rosszhiszemű cselekmény | |
|  | szervezeten belüli, rosszhiszeműnek nem minősülő cselekmény | |
|  | egyéb | |
| Egyéb ok leírása |  | | |
| **4. Az adatvédelmi incidenssel érintett adatok \***  **(abban az esetben kötelező a kitöltés, amennyiben az incidens személyes adatot, és/vagy különleges adatot érint)** | | | |
| Az adatvédelmi incidenssel érintett személyes adatok becsült száma | db | | |
| **4.1. Az adatvédelmi incidenssel érintett személyes adatok** | | | |
| Személyazonossághoz kapcsolódó adatok |  | | Érintett/Nem érintett |
| Személyi szám |  | | Érintett/Nem érintett |
| Elérhetőségi adatok |  | | Érintett/Nem érintett |
| Azonosító adatok |  | | Érintett/Nem érintett |
| Gazdasági, pénzügyi adatok |  | | Érintett/Nem érintett |
| Képfelvétel |  | | Érintett/Nem érintett |
| Hangfelvétel |  | | Érintett/Nem érintett |
| Hivatalos okmányok |  | | Érintett/Nem érintett |
| Helymeghatározó adatok |  | | Érintett/Nem érintett |
| Biometrikus adatok |  | | Érintett/Nem érintett |
| Büntetett előélettel, bűncselekményekkel vagy büntetéssel, intézkedéssel kapcsolatos adatok |  | | Érintett/Nem érintett |
| Egyéb |  | |  |
| **4.2 Az adatvédelmi incidenssel érintett különleges adatok** | | | |
| Faji eredetre, nemzetiséghez tartozásra vonatkozó adatok |  | | Érintett/Nem érintett |
| Politikai véleményre vonatkozó adatok |  | | Érintett/Nem érintett |
| Vallásos vagy más világnézeti meggyőződésre vonatkozó adatok |  | | Érintett/Nem érintett |
| Érdek-képviseleti szervezeti tagságra (pl. szakszervezet) vonatkozó adatok |  | | Érintett/Nem érintett |
| Szexuális életre vonatkozó adatok |  | | Érintett/Nem érintett |
| Egészségügyi adatok |  | | Érintett/Nem érintett |
| Genetikai adatok |  | | Érintett/Nem érintett |
| Egyéb |  | | |

|  |  |  |
| --- | --- | --- |
| **5. Az érintettek köre (ha meghatározásuk lehetséges)** | | |
| Alkalmazottak (jelenlegi vagy állásra pályázó) |  | Érintett/Nem érintett |
| Partnerek |  | Érintett/Nem érintett |
| Diákok |  | Érintett/Nem érintett |
| Ügyfelek (jelenlegi és potenciális) |  | Érintett/Nem érintett |
| Kiskorúak |  | Érintett/Nem érintett |
| Kiszolgáltatott személyek |  | Érintett/Nem érintett |
| Még nem ismert |  | Érintett/Nem érintett |
| Egyéb |  |  |
| Az incidenssel érintett adatalanyok részletes leírása |  | |
| Az adatvédelmi incidenssel érintettek becsült száma |  | |

|  |  |
| --- | --- |
| **6. Az incidens ELŐTT alkalmazott intézkedések** | |
| Az adatvédelmi incidens előtt alkalmazott intézkedések leírása  (Azon megtett intézkedések, általános gyakorlatok ismertetése, amelyek az adatok védelmét hivatottak biztosítani, pl. a személyes adatokat tartalmazó dokumentumok zárt borítékba, fiókba helyezése, monitor képernyőjének zárolása) |  |

|  |  |
| --- | --- |
| **7. A bejelentő az adatvédelmi incidens orvoslására tett intézkedése(i)** | Tett intézkedést/Nem tett intézkedést |
| A megtett intézkedés(ek) leírása |  |